Privacy Policy

ValoraBTC Protocol

1. Introduction

ValoraBTC Protocol respects your privacy. This Privacy Policy explains what data we

collect, how we use it, and how we protect it when you use our website, presale

interface, and related services.

By using ValoraBTC Protocol, you agree to this Privacy Policy.

2. Information We Collect

We only collect what is necessary to operate the protocol and presale safely.

Information we may collect:

Wallet address used to interact with the presale

Transaction data related to purchases

Connected wallet status and network

Technical data such as IP address, browser type, and device information

Optional contact information if you voluntarily provide it

We do not collect names, passwords, private keys, or recovery phrases.




3. Wallet Connection and Eligibility
When you connect a wallet to the presale interface:

¢ The connected wallet becomes the eligible wallet for rewards visibility and future
claiming

¢ Earnings, staking progress, and APR are shown live in the presale section

If no wallet is connected:
¢ The wallet that sends the payment becomes the eligible wallet automatically
o Thatwallet will be the only wallet able to claim tokens at TGE

This logic is enforced to protect users and prevent misuse.

4. How We Use Your Information
We use collected information to:
e Process presale participation
e Track staking rewards and earnings
e Display live progress and balances
e Secure the platform and prevent fraud
e Improve performance and user experience
e Comply with legal requirements when necessary

We do not sell or rent user data.



5. Cookies and Analytics

We may use cookies or similar technologies to:
e Maintain session state
¢ Improve website functionality
¢ Understand traffic and usage patterns

You can disable cookies in your browser, but some features may not work correctly.

6. Data Sharing
We only share data when:
e Required by law or legal request
e Needed to protect the protocol from fraud or abuse
o Usingtrusted service providers strictly for infrastructure or analytics

We never share private or sensitive data unnecessarily.

7. Data Security

We use reasonable technical and organizational measures to protect user data.
However, no system is 100% secure, and users should always act responsibly when
interacting with blockchain applications.

8. Blockchain Transparency

Transactions made on public blockchains are visible and permanent.
We do not control blockchain data once it is recorded on-chain.



9. Your Rights

You have the right to:
e Access publicly stored information linked to your wallet
e Stop using the platform at any time

Because blockchain data is immutable, some data cannot be removed once recorded.

10. Changes to This Policy

We may update this Privacy Policy from time to time.
Any changes will be posted on this page.

11. Contact

If you have questions about privacy, contact us via the official channels listed on our
website.



